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INDONESIA’S CONTENT MODERATION

Milestones
TrustPositif+ 

database (Internet 
Sehat)

2010

Forum Panel 
Blokir/The Blocking 
Panel Forum  (2015-

2017)

2015

Govt shutdown the 
Internet

2019

MR 19/2014 on 
”Negative Content”

2014

1st Revision of 
ITE Law: Govt 
now has full 
authority to 
control the 

Internet

2016

GR 71/2019
on ”Electronic 

Service Provider”

2019

MR5/2020
on ”Electronic 

Service Provider 
Private Scope”

2020

MR10/2021
on amandment of 

”Electronic Service 
Provider Private 

Scope”

2021

Govt blocking 8 
digital platforms for 

not registering to 
OSS by MOCI

2022

MOCI will blocked 
digital platforms for 

showing 
disinfo/misinfo

related  to election

2023



PRACTISES ON CONTENT MODERATION

    Tipe Moderasi Konten

    1. Automated Moderation
    2. Pre-Moderation
    3. Post-Moderation
    4. Reactive Moderation
    5. Distributed Moderation

• Filtering and Blocking Mechanism

• Govt request to digital platforms

• Govt direct order to users via 
virtual police

• Bandwith throttling

• Internet Shutdowns

• DNS resolver

• DNS Nusantara (proposed)



TRACK RECORDS

2014 2018

Source: https://www.kominfo.go.id/content/detail/13332/kominfo-blokir-tik-tok-
hanya-sementara/0/sorotan_media

Source: https://www.solopos.com/vimeo-diblokir-kemenkominfo-belum-
terima-penjelasan-resmi-508401



TRACK RECORDS

2019 2019 2019



Source: https://databoks.katadata.co.id/datapublish/2021/10/26/google-indonesia-
paling-banyak-minta-penghapusan-konten

In 1st semester 2021, Indonesia requests 254,461 content 
to be removed from Google. And 99.98% of requests 
came from the MOCIT. 

TRACK RECORDS

20222021

https://databoks.katadata.co.id/datapublish/2021/10/26/google-indonesia-paling-banyak-minta-penghapusan-konten
https://databoks.katadata.co.id/datapublish/2021/10/26/google-indonesia-paling-banyak-minta-penghapusan-konten


Ministerial Regulation (MR) 5/2020 and its amendment MR 
10/2021 are the most invasive of human (digital) rights.

INVASIVE CONTENT REGULATION

The government can request that content be removed 
that is considered "disturbing public order".

Minimal comprehensive assessment due to very short 
content take down time.

Governments can require Digital Platforms to grant 
access to users' personal data with claims of 
"oversight"

There is no regulation regarding the indicators of an 
"urgent" content to be taken down

Threatening the openness of the Internet and open 
access to information.



MR5

The government can request that content be removed 
that is considered "disturbing public order".

Article 9 Article 13

Article 9 paragraph 4: Information and electronic documents 
prohibited in paragraph 3 can be classified .... 

b. disturbing the public and disrupting public order

Article 13: digital platforms have to take down the prohibited 
information and electronic documents in article 9 paragraph 4



Minimal comprehensive assessment due 
to very short content take down time.

Article 15

MR5

Article 15 paragraph 6: digital platform(s) that instructed to do 
take down have to take down illegal information and documents 

no less than 24 hours.

Paragraph 8: … for urgent illegal information and documents 
must be deleted no later than 4 hours



Governments can require Digital Platforms to grant access 
to users' personal data with claims of "oversight"

MR5

Article 21

Article 15 paragraph 6: digital platform(s) that instructed to do 
take down have to take down illegal information and documents 

no less than 24 hours.

Paragraph 8: … for urgent illegal information and documents 
must be deleted no later than 4 hours



PUSHBACK OF MR5: #BLOKIRKOMINFO

Digital Movement Litigation



ADVOCATING #BLOKIRKOMINFO

Offline
#BlokirKominfo

#BlokirKominfo



MORE ACTIONS

International Advocacy National Coalition
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